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Requirements for Security, 
Privacy, and Trust in the 
Internet of Things
The Internet of Things (IoT) has huge potential to push 
monitoring, computing, and communication deeply into 
the home, workplace, medicine, manufacturing, and critical 
infrastructure. This increased capability offers the hope that 
urban settings can be transformed in various ways through 
the innovative deployment of IoT devices. Driven by a 
decline in the cost of sensors, many cities have adapted a 
plan to transition services toward being a fully smart city by 
implementing real-time data-driven management services 
across urban systems. The four articles chosen for inclusion in 
this issue of IEEE Security & Privacy together give a sense of 
the breadth of technology issues with smart cities.
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