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Usable Security and Privacy for 
Security and Privacy Workers
This issue of IEEE Security & Privacy aims to highlight research 
of value to security and privacy workers as well as practices and 
case studies of security and privacy workers of value to researchers 
and other practitioners. We received 12 submissions to the special 
issue, with seven selected for publication after a rigorous peer-
review process. The selected articles represent a wide breadth 
of usable security and privacy worker research using a variety of 
research methods. Enjoy the issue!
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